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QTM-rbw-119 T 124 7.4p1 The PREVENT ALLOW MEDIUM Wouldn't it be more accurate |A
REMOVAL command (see table 44) |to say 'removal of the volume' [Also change initiator port
requests that the logical unit enable |since that is the physical to |_T_L nexus.
or disable the removal of the medium.|carrier of the medium? Could |Possibly change to "...
add a sentence to say medium (i.e., volume)."
removal includes volume. Dave to review.




QTM-rbw-159

8.2.7.2 p5,s2
after table 88

If the INTXN bit in the VHF data
descriptor of the DT Device Status
log page (see ADC-2) is set to one,
the parameter shall report only code
00h (i.e., Recovery not requested).

This appears to be a problem,
as this bit is controlled by
another device server (i.e.,
ADC not SSC). How can one
device server qualify the
behavior of another? Need to
move into physical device?

AinP

Editor to specify that
there shall be one
instantiation of the DT
Device Status log page
for each SSC and ADC
device server. Similar
issue with TapeAlert
response log page.
Also fix typo in the "The
PARAMETER CODE
field shall be ..."

sentence.







42215
Keyless copy

This section should identify: a) How
an application client determines that a|
Logical Unit has the capability to act
as a KCSLU or a KCDLU; b) How an
application client enables or disables
this capability;

Kevin and Roger to
research and provide
input (see minutes for
action items).

Part a) is to be included
in IBM proposal.

Part b) has been
withdrawn.




[Emc-001 T 192 8.5.3.2.1

QTM-rbw-17 4.2.2 p6

From the spec it looks like if the
SDK_C bit is set then the device
supports supplemental decryption
keys but the only way to determine
how many is by setting the SDK's until|
you get a MAXIMUM NUMBER OF
SUPPLEMENTAL DECRYPTION
KEYS EXCEEDED error (Set Data
Encryption Page for SECURITY
PROTOCOL OUT - 8.5.3.2.1, p.192).
It would be nice if SECURITY
PROTOCOL IN could provide that
info before the error occurs, perhaps
in the Data Encryption Algorithm
descriptor.

Ready is the state of the logical unit
when medium access and non-
medium access commands may be
processed.

General agreement with
the comment. Erich O. to
research and provide
input (see minutes for
action item).

Aren't TUR, INQUIRY, Editor to review usage of
REPORT LUNS, etc non- ready state and provide
medium access commands? |input.

Is the logical unit Ready with

no media mounted and able

to process these commands?




HPQ-38

3.1.85

At 8.39 in. down and 0.26 in. from left
SPC-4 refers to SSC for its definition
of "volume".[1One reference is:

"The VOLUME NUMBER field
specifies a

volume (see SSC-2) within the
medium

auxiliary memory. The number of
volumes

of the medium auxiliary memory shall
equal that of the attached medium. If
the medium only has a single volume,
then its volume number shall be
zero."

This doesn't seem to match the SSC
definition. Either SPC-4 or SSC-3
should change.

Pysical device introductory
paragraph: "A physical device
performs operations upon the
medium" -- this wording implies that
the physical device only performs
operations but the physical device
also contains modifiable settings that
are shared between multiple device

servers.

[Editor to review

Recommend: "A sequential-
access device contains one or
more physical devices. A
physical device provides
storage for values that are
shared between multiple
device servers and performs
operations upon the medium"




Figure 1

Correct the label "Shared Command
Set (for all device types)" to match the|
text used in other standards.

device types)

Primary Command Set (for all

HPQ-81 46|4.2.12.3 Table (At 4.73 in. down and 0.23 in. from left A, add reserved byte (0]
4 The information sense data descriptor after byte 2
needs to end with byte 11 not byte 10,
HPQ-104 70]4.2.20.2 At 10.02 in. down and 0.45 in. from AinP, Paul S. to research|C
left if there are any issues
What exactly is an archive tape? with changing archive
Should there be a definition in 3.1? tape to WORM medium.
Paul S: no issue with
changing archive tape to
WORM medium.
HPQ-141 80(4.2.22.2.2 Next to last a/b list item b/B - "report |Should be "report the A C
the encryption algorithm in the Data [encryption algorithm in the
Encryption Capabilities page with the |Data Encryption Capabilities
DISABLED bit set to one.." - The page with the DECRYPT_C
DISABLED bit has been removed field set to No Capability and
the ENCRYPT_C field set to
No Capability."

expanded.

auotmation device that can
perform media movement,
both a device server that
implement the commands set
defined in this standard and a
device server that impements

another command set such as

ADC-2 may control the
device);

SYM-009 edit 7 3.2 Acronyms |Add the following acronyms ADC Automation Device A (6]
Control, PEWZ , SDK, RSA,
ECC
SYM-010 edit 15 'ﬁgure 3 The terms BOM & EOM (and BOP & (Spell out acronym on first R (0]
EOP) are used throughout this usage. BOM and EOM are
section, but are never fully defined. spelled out at first usage.
See 4.2.2 paragraph 3.
SYM-011 edit 17 4.2.3 Physical |The reference SSC & ADC in item a) |(e.g. where a physical device A C
Device is very cryptic and needs to be is associated with a








































Remove revision history A
Will be removed after
letter ballot comment
resolution is complete.



























































































HPQ-252

8.3.1 Table 94

At 7.57 in. down and 0.35 in. from left
12h and 13h are not marked obsolete
in

SPC-4

HPQ-253

168

8.3.1 Table 94

At 7.93 in. down and 0.35 in. from left
14h/00h is labeled Enclosure
Services

Management in SPC-4

HPQ-254

168

8.3.1 Table 94

At 8.13 in. down and 0.76 in. from left
15h and 16h are not assigned for the
SSC device type in SPC-4




HPQ-255 16818.3.1 Table 94 |At 8.68 in. down and 3.65 in. from left
LUN
s/b
Logical Unit

HPQ-256 168(8.3.1 Table 94 |At 8.77 in. down and 0.28 in. from left
18h and 19h with non-zero subpage
codes
are also assigned in SPC-4 for this
device type

HPQ-257 169(8.3.1 Table 94 |At 3.23 in. down and 0.53 in. from left
1Dh/00h is not in SPC-4

HPQ-258 16918.3.1 Table 94 |At 3.46 in. down and 1.17 in. from left
1Dh
s/b
1Eh

HPQ-259 17418.3.3 At 8.24 in. down and 3.40 in. from left
beginning-of-partition
s/b
BOP

HPQ-260 175|8.3.3 Table 99 |At 8.91 in. down and 4.22 in. from left
EOD DEFINED values
s/b
EOD DEFINED field definition

HPQ-261 176|8.3.3 The WORM Tamper Read Enable The WORM Tamper Read
(WTRE) field specifies how the Enable (WTRE) field specifies
device server responds to detection [how the device server
of comprimised integrity ... responds to detection of

compromised integrity ...

HPQ-262 177|8.3.3 Table The device server shall respond in a |The device server shall

100 Code 00b |vendor-specific manner. respond in a vendor specific
manner.

HPQ-263 177|8.3.3 Table Detection of comprimised integrity on |Detection of compromised

100 Code 01b |a WORM medium shall not affect integrity on a WORM medium
processing of a task. shall not affect processing of
a task.

HPQ-264 177(8.3.3 Note 63 |NOTE 63 An application client should [NOTE 63 An application client
set the WTRE field to 01b only for the |should set the WTRE field to
recovery of data from a WORM 01b only for the recovery of
medium where the integrity of the data from a WORM medium
stored data has been comprimised. |where the integrity of the

stored data has been
compromised .

HPQ-265 177|8.3.3 Commands that shall not be effected |Commands that shall not be
by the OIR bit affected by the OIR bit
set to one are defined as Allowed in  |set to one are defined as
the presence of persistent Allowed in the presence of
reservations in table 14 or SPC-4, or |persistent reservations in
are defined in SPC-2 as Allowed in  |table 14 or SPC-4, or are
the presence of reservations. defined in SPC-2 as Allowed
Commands that shall be effected by |in the presence of
the OIR bit set to one are defined as |reservations. Commands that
Conflict ... shall be affected by the OIR

bit set to one are defined as
Conflict ...
HPQ-266 17918.3.4 At 8.60 in. down and 1.12 in. from left

beginning-of-partition
s/b
BOP




HPQ-267

179

834

At 10.24 in. down and 4.67 in. from
left

beginning-of-partition

s/b

BOP

HPQ-268

180

8.3.4

At 2.48 in. down and 3.53 in. from left
beginning-of-partition

s/b

BOP

HPQ-269

181

8.3.4

An ADDP bit of one and ....

An additional partitions (??)
(ADDP) bit of one and ...

HPQ-270

181

8.3.4 Table
104

At 8.12 in. down and 3.74 in. from left
Medium format recognition values
s/b

MEDIUM FORMAT RECOGNITION
field

definition

HPQ-271

182

8.3.4

NOTE 68 It is recommended, but not
required, that the number of partition
size descriptors available through the
Medium Partition mode page equal at
least the number of maximum
addition partitions + 1.

NOTE 68 It is recommended,
but not required, that the
number of partition size
descriptors available through
the

Medium Partition mode page
equal at least the number of
maximum additional partitions
+1.

HPQ-272

Table 107 field 32767 Reads
"Activate all supported TapeAlert
flags. Report the informational
exception condition

for the TapeAlert flag with an
additional sense code of FAILURE
PREDICTION

THRESHOLD EXCEEDED (FALSE)
and based on the DEXCPT, MRIE,
INTERVAL TIMER, and REPORT
COUNT values." | believe the "and"
is not needed after (FALSE).

HPQ-273

185

8.3.6

... if the DEXCPT bit is set to zero
and the taser bit in the Device
Configuration Extension mode page
is set to zero ...

... if the DEXCPT bit is set to
zero and the TASER bit in the
Device Configuration
Extension mode page is set to
Zero ..

HPQ-274

186

8.3.7 Table
108

At 4.64 in. down and 1.54 in. from left
Global (e.g. Table 108)
Use 2 rows for Reserved

HPQ-275

186

8.3.7 Table
109

At 7.46 in. down and 1.30 in. from left
Value

s/b

Code

HPQ-276

187

8.3.7 Table
110

At 2.46 in. down and 1.80 in. from left
Value

s/b

Code

HPQ-277

189

8.4.1 Table
113

At 2.76 in. down and 0.41 in. from left
Global

used Mixed Case for VPD page
names




HPQ-278 189(8.4.1 Table At 4.32 in. down and 0.57 in. from left
113 B3h Automation Device Serial
Number
is not listed in SPC-4
HPQ-279 189(8.4.2 At 8.99 in. down and 0.95 in. from left

If the Write Once Read Many...

s/b

A Write Once Read Many bit set to
one

indicates that ... A WORM bit set to
zero indicates that...

At 6.73 in. down and 3.30 in. from left

field and the

HPQ-281 Device Server -> Physical Device Should be "requests the
First paragraph first sentence - device server to return
"requests the device server to return [information about the data
information about the data security ~ |security methods in the
methods in the device server and on |physical device and on the
the medium." medium.”
HPQ-282 192(8.5.2.1 At 1.81 in. down and 0.45 in. from left
Tape Data Encryption security
protocol
s/b
20h (i.e., Tape Data Encryption) (see
SPC-4)
HPQ-283 192(8.5.2.1 Table [At6.07 in. down and 1.40 in. from left
118 30h
s/b
0030h
HPQ-284 192(8.5.2.1 Table [At6.31in. down and 1.40 in. from left
118 31h
s/b
0031h
HPQ-285 194(8.5.2.4 Table [At5.54 in. down and 5.89 in. from left
121 Add "(see table 124)" in rows 20 and
n




HPQ-288 19418.5.2.4 At 6.73 in. down and 5.02 in. from left
page code
s/b
smallcaps

HPQ-289 195(8.5.2.4 table | The physical device configured... change to: The physical

123, code 01b device is configured....
description

HPQ-290 195|8.5.2.4 Table |At6.63 in. down and 0.53 in. from left

124 add vertical line in row 4 and 5

HPQ-291 196|8.5.2.4 Device Server -> Physical Device Should be - "The
Second paragraph on page - "The |supplemental decryption key
supplemental decryption key capable [capable bit shall be set to one
bit shall be set to one if the device if the physical device is
server is capable . . . shall be setto [capable . .. shall be set to
zero if the device server is not zero if the physical device is
capable" not capable . . . "

HPQ-292 196|3rd parag., last|"in any format that the device | believe this was supposed to

line supports” It is not clear whether this |mean : 1 or more supported
means "any" as in 1 or more, or "any" |formats. Change wording to
asinall. clarify.

HPQ-293 196|8.5.2.4 Device Server -> Physical Device Should be "The distinguish
Third paragraph on page - "The encrypted data capable
distinguish encrypted data capable bit|(DED_C) bit shall be set to
shall be set to one if the device server|one if the physical device is
is capable of distinguishing encrypted |capable of distinguishing
data from unencrypted data when encrypted data from
reading it from the medium. The unencrypted data when
DEC_C bit shall be set to zero if the |reading it from the medium.
device server is not capable . . . If no |The DEC_C bit shall be set to
volume is mounted, the DEC_C bit  |zero if the physical device is
shall be set to one if the device server|not capable . . . If no volume
is capable. . . " is mounted, the DEC_C bit

shall be set to one if the
physical device is capable. . .
HPQ-294 197(8.5.2.4 Table [At5.91 in. down and 2.62 in. from left
127 ecryption
s/b
encryption
HPQ-295 19718.5.2.4 Table |At6.31 in. down and 2.62 in. from left
127 ecryption
s/b
encryption

HPQ-296 197|8.5.2.4 Device Server -> Physical Device 1 - The physical device
Table 128 Items 1,2,3 all show nonce |generates the nonce value.
as part of device server when it has |2 - The physical device
moved to the physical device requires all of part . . .

3 - The physical device
supports all of part of the
nonce . . . does not include a
nonce value descriptor, the
physical device generates the
nonce value.

HPQ-297 200(8.5.2.6 At 5.52 in. down and 5.54 in. from left

Set Data Encryption page.

s/b

Set Data Encryption page (see
8.5.3.2).




HPQ-298

201

8.5.2.7 Table
132

At 6.30 in. down and 0.63 in. from left
Change

24..n Key-associated data descriptors
list

to:

Key-associated data descriptor list
(shaded or with double lines on top
and
bottom)
24

Key-associated data descriptor
(first)

Key-associated data descriptor
(last)
n

HPQ-299

201

8527

|_T nexus should be changed as per
QTM-rbw-61 - instances not marked
in red as per earlier changes

HPQ-301

202

8527

Device Server -> Physical Device
Paragraph following a/b/c list - "The
raw decryption mode disabled
(RDMD) bit shall be set to one if the
device server is configured to mark
each encrypted record . . . "

Should be "The raw
decryption mode disabled
(RDMD) bit shall be set to one
if the physical device is
configured . .. "

HPQ-302

202

8527

Device Server -> Physical Device
fourth from last paragraph on page,
near end of first sentence "at the time
the key was established in the device
server"

Should be "at the time the key
was established in the
physical device"

HPQ-303

202

8527

Device Server -> Physical Device
Third from last paragraph on the page|
near end of first sentence "when the
key was established in the device
server"

Should be "when the key was
established in the physical
device"

HPQ-304

202

8527

Device Server -> Physical Device
Next to last paragraph "when the key
was established in the device server"

Should be "when the key was
established in the physical
device"

HPQ-305

202

8527

Device Server -> Physical Device
Last paragraph "when the key was
established in the device server"

Should be "when the key was
established in the physical
device"

HPQ-306

203

8.5.2.8 Table
134

At 5.37 in. down and 0.85 in. from left
It would be better to align the 8-byte
LOGICAL OBJECT NUMBER field on
an8

byte boundary

R, cannot change the
format at this date.

HPQ-307

8527

Device Server -> Physical Device
First paragraph continued from
previous page middle sentence
"when the key was established in the
device server. In this case, the KEY
DESCRIPTOR field shall be set to the
nonce value established by the
device server for use with the
selected key."

Should be "when the key was
established in the physical
device. In this case, the KEY
DESCRIPTOR field shall be
set to the nonce value
established by the physical
device for use with the
selected key."




HPQ-308 204(8.5.2.8 Device Server -> Physical Device Should be:
Table 135 references the device Oh - The physical device is
server for determining the status of  |incapable . . .
the logical blocks - should be the 1h - The physical device is
physical device. capable of . . .
2h - The physical device has
determined . . .
3h - The physical device has
determined . . .
4h - The physical device has
determined . . .
HPQ-309 205|8.5.2.8 Device Server -> Physical Device Should be:
Table 136 references the device Oh - The physical device is
server for determining the status of |incapable . . .
the logical blocks - should be the 1h - The physical device is
physical device. capable of . . .
2h - The physical device has
determined . . .
3h - The physical device has
determined . . .
4h - The physical device has
determined . . .
5h - The physical device has
determined . . .
6h - The physical device has
determined . . . but the
physical device is either not
enabled . . .
HPQ-310 206(8.5.2.9 At 9.91 in. down and 1.19 in. from left
)
s/b
)
HPQ-311 206(8.5.2.8 Device Server -> Physical Device Should be: "The
Fourth paragraph second sentence - |AUTHENTICATED field shall
"The AUTHENTICATED field shall indicate the status of the
indicate the status of the authentication done by the
authentication done by the device physical device . . . "
server..."
HPQ-312 206(8.5.2.8 Device Server -> Physical Device Should be: "The
'Fifth paragraph second sentence - |AUTHENTICATED field shall
"The AUTHENTICATED field shall indicate the status of the
indicate the status of the authentication done by the
authentication done by the device physical device . . . "
server..."
HPQ-313 207|8.5.2.1 At 2.31 in. down and 4.07 in. from left
may be used by an application client
to
read
s/b
returns
HPQ-314 207(8.5.2.10.1 At 5.55 in. down and 5.15 in. from left
Table 138 (n-9)
s/b
(n-13)
HPQ-315 207|8.5.2.10.2 At 5.88 in. down and 0.84 in. from left R, cannot change the

It would be better to add 2 reserved
bytes before PUBLIC KEY LENGTH
so the

PUBLIC KEY field starts on byte 16
(dword aligned)

format at this date.




At 3.81 in. down and 4.76 in. from left
Tape Data Encryption security
protocol

s/b

20h (i.e., Tape Data Encryption) (see
SPC-4)

HPQ-319

208/8.5.3.1

Device Server -> Physical Device
First paragraph first sentence - "The
SECURITY PROTOCOL OUT
command specifying the Tape Data
Encryption security protocol (i.e., 20h)
is used to configure the data security
methods in the device server and on
the medium" - data security methods
are now in the physical device

Changeto". .. is used to
configure the data security
methods in the physical
device and on the medium"

8.5.3.2.1 Table|At 7.28 in. down and 0.51 in. from left
141 Make same change as proposed in
table
132 for how the descriptor list is
described
HPQ-322 210(8.5.3.2.1 At 1.82 in. down and 0.45 in. from left

Second sentence on page, Replace:
Support for scope values of PUBLIC
and

ALL |_T NEXUS are mandatory for
device

servers that support the Set Data
Encryption page.

with a column in table 142 showing
Mandatory and Optional for each
code




HPQ-330

Device Server -> Physical Device
Table 145 - 2h should be updated to
reflect data is encrypted in the
physical device

HPQ-323 210(8.5.3.2.1 Table|At 2.71 in. down and 4.06 in. from left
142 scope
s/b
smallcaps

HPQ-324 210/8.5.3.2.1 At 4.93 in. down and 5.28 in. from left
field..
delete extra .

HPQ-325 210(8.5.3.2.1 Device Server -> Physical Device Should be ". . . if the physical
Last paragraph on the page "The raw |device shall march each
decryption mode control (RDMC) field|encrypted block"
specifies if the device server shall
mark each encrypted block"

HPQ-326 211]4th parag, 1st [I_T nexus change to |_T_L nexus

line, again
HPQ-327 211(8.5.3.21 Device Server -> Physical Device Should be:
Table 144 - device server is marking |00b - The physical device
encrypted blocks - should be physical |shall mark . . .
device 01b - Reserved
10b - The physical device
shall mark . . .
11b - The physical device
shall mark . .

HPQ-328 211(8.5.3.21 Device Server -> Physical Device Should be: ". . . the key sent in
Paragraph following a/b/c list ". . . the |this page shall be added to
key sent in this page shall be added |the set of data encryption
to the set of data encryption parameters used by the
parameters used by the device server|physical device for the
for the selected scope” selected scope”

Should be:
2h - ENCRYPT - The physical
device shall encrypt . . .




HPQ-331

HPQ-333

213

8.5.3.2.1

8.5.3.2.1 item
b)

Device Server -> Physical Device
Table 146 - all fields have decryption
occuring in the device server rather
than the physical device

At 8.41 in. down and 3.75 in. from left
StrikeOut:
; - following and

Should be:

Oh - DISABLE - Data
decryption is disabled. If the
physical device encounters . .

1h - RAW - Data decryption is
disabled. If the physical
device encounters . . .

2h - DECRYPT - The physical
device shall decrypt all data . .

3h - MIXED - The physical
device shall decrypt all data
that is read from the medium
that the physical device
dtermines what encrypted . . .
If the physical device
encounters unencrypted data

HPQ-334

214

8.5.3.2.1

Device Server -> Physical Device
Second paragraph following table 147
- "If the ENCRYPTION MODE field is
set to ENCRYPT then device server
shall save . . .and associate them with|
every logical block that is encrypted
with this key by the device server"

Should be ". . . the physical
device shall save . . .and
associate them with every
logical block that is encrypted
with this key by the physical
device"

HPQ-335

214

8.5.3.2.1

Device Server -> Physical Device
Third paragraph following table 147 -
"If the ENCRYPTION MODE field is
set to EXTERNAL the device server
shall save . . ."

Should be "If the
ENCRYPTION MODE field is
set to EXTERNAL the
physical device shall save . .

HPQ-336

215

8.5.3.2.1

At 8.48 in. down and 7.82 in. from left
Item a) of last a/b/c list StrikeOut:
, - following or




HPQ-337

215

8.5.3.2.1

Device Server -> Physical Device
Third paragraph "if a nonce value
descriptor (see 8.5.4.5) is included
and the algorithm and the device
server supports application client
generated nonce values . . . and the
encryption algorithm or the device
server does not support . . . If the
encryption algorithm or the device
server request an application client
generated nonce . . ."

Should be "if a nonce value
descriptor (see 8.5.4.5) is
included and the algorithm
and the physical device
supports application client
generated nonce values . . .
and the encryption algorithm
or the physical device does
not support . . . If the
encryption algorithm or the
physical device request an
application client generated
nonce .. ."

HPQ-338

217

8.5.3.2.4.1
Table 150

At 3.96 in. down and 4.29 in. from left
LABEL LENGTH
s/b

LABEL LENGTH (n - 3)

8.5.3.2.4.1 At 4.90 in. down and 4.05 in. from left
Table 150 WRAPPED KEY LENGTH
s/b
WRAPPED KEY LENGTH (m - (n+2))
HPQ-341 217|8.5.3.2.4.1 At 5.85 in. down and 4.14 in. from left
Table 150 SIGNATURE LENGTH
slb

8.5.3.2.4.2

SIGNATURE LENGTH (z - (m+2))

At 6.48 in. down and 0.94 in. from left
LABEL

s/b

smallcaps

HPQ-344

219

8.5.3.24.3
Table 152

At 2.92 in. down and 0.85 in. from left
Make table 152 wider so the 2nd
column

does not wrap

HPQ-345

219

8.5.3.2.5

At 9.38 in. down and 5.39 in. from left
ESP-SCSI out w/o length descriptor

should change to match the name
used in
SPC-4

(global)




8.5.4.2 Table
156

At 6.08 in. down and 1.34 in. from left
Add acronyms in table 156

U-KAD

A-KAD

M-KAD

The use the acronyms in the 8.5.4.x
section headers and text.

HPQ-348

221

8.5.4.2 Table
156

224(A.2 Table A.1

At 6.59 in. down and 2.56 in. from left
04

s/b

04h

At 9.86 in. down and 3.27 in. from left
in footnote a) StrikeOut:

in SCSI streaming devices

224(A.2 Table A.1

At 10.02 in. down and 1.82 in. from
left

in footnote a) StrikeOut:

to be used

At 1.64 in. down and 2.74 in. from left
key manager

s/b

centralized key manager

HPQ-355 231[B.11 At 1.64 in. down and 3.60 in. from left
master server
s/b
master data management server
HPQ-356 231|B.1.1itema) [At2.48in. down and 2.42 in. from left

eg.
s/b

eg.,




HPQ-357

231

B.1.2 Table
B.A

At 6.30 in. down and 2.43 in. from left
eg.

s/b

eg.,

HPQ-358

231

B.1.2 Table
B.A1

At 7.03 in. down and 6.09 in. from left

s/b

HPQ-359

233

C.1 Figure C.1

At 9.96 in. down and 6.47 in. from left
Delete extra lines in bottom right box
in figure C.1

QTM-rbw-15

28

Add ADC to list of acronyms

1IBM-001

Comment= T10 Vice-Chair Change
to Mark Evans

IBM-002

Comment= 06-453r0: It would be
typo: '06-453r0" because '06-453r1" is
available and the latest change is
reflected to the r04a document.

IBM-003

Comment= DATA ENCRYPTION
PARAMETERS FOR ENCRYPTION
REQUEST POLICIES s/b Data
encryption parameters for encryption
request policies

IBM-004

Comment= DATA ENCRYPTION
PARAMETERS FOR DECRYPTION
REQUEST POLICIES s/b Data
encryption parameters for decryption
request policies

IBM-005

Comment= DATA ENCRYPTION
PARAMETERS FOR ENCRYPTION
REQUEST INDICATOR SETTINGS
s/b Data encryption parameters for
encryption request indicator settings

IBM-006

Comment= DATA ENCRYPTION
PARAMETERS FOR DECRYPTION
REQUEST INDICATOR SETTINGS
s/b Data encryption parameters for
decryption request indicator settings

IBM-007

13

Comment= DATA ENCRYPTION
PERIOD TIMER EXPIRED
INDICATOR s/b Data encryption
period timer expired indicator

IBM-008

13

Comment= dest_type small caps

IBM-009

14

Comment= speed small caps

IBM-010

14

Comment= eod small caps

IBM-011

14

Comment= wtre small caps

IBM-012

Comment= rewind on reset small
caps

IBM-013

Comment= worm mode label
restrictions small caps

IBM-014

Comment= worm mode filemarks
restrictions small caps

IBM-015

Comment= rdmc_c small caps

IBM-016

Comment= security protocol specific
small caps




IBM-017

24

Comment= not coincide with s/b be
different than

IBM-018

24

StrikeOut Not all parameters are
accessible through the page

IBM-019

24

Comment= may be s/b is

iBM-020

25

Comment= not coincide with s/b be
different than

IBM-022

26

Comment= 3.1.53 physical device:
An object in a SCSI target device that
performs operations on a volume
(e.g. reading writing loading and
unloading). It also stores parameters
and communicates between device
servers.

IBM-023

28

Comment= cpapbility s/b capability

IBM-024

28

Comment= 3.1.81 unencrypted
block: A logical block containing data
that has not been subjected to a
ciphering process by the device
server.'] add This is often called
cleartext.

IBM-025

28

StrikeOut Comment= part of the
unloading This happens in more than
just unloading.

IBM-026

28

StrikeOut Comment= part of the
loading This happens in more than

just loading process

Text Comment= add figure to 4.2.5
that shows PEWZ and PEWS
IBM-028 39 superimposed on Figure 9
IBM-029 48 Comment= can s/b is able to
A
Change lead in sentence
to "Other conditions that
may cause a command
that attempts to modify
the medium to be
rejected with a DATA
PROTECT sense key
include:"
Change: c) the medium
is an archive tape and
one of the WORM mode
Comment= only can be recorded at restrictions for writing
EOD s/b an attempt to write in an would be violated; and
IBM-030 48 unrecordable location is attempted.
Comment= can facilitate s/b
IBM-031 50 facilitates
For immediate
operations specified in
table 8, an application
client may follow the
Comment= How is it known that the progress of the operation
device server will become ready. using the REQUEST
There is an implicating here that ac's SENSE command.
IBM-032 50 can't know.
IBM-033 51 Comment= must s/b is required to




IBM-034 61 Comment= systme s/b system
Comment= Severity s/b Default
IBM-035 61 Severity
IBM-036 62 Comment=_.Is/b .
IBM-037 62 Comment=8.2.3.x s/b 8.2.6.5
IBM-039 71 Comment= and s/b or A, change to and/or
Comment=1_T_L nexus s/b |_T
IBM-040 71 nexus
Comment=1_T_L nexus s/b |_T
IBM-041 71 nexus
Comment=1_T_L nexus s/b |_T
IBM-042 71 nexus
Comment=1_T_L nexus s/b |_T
IBM-043 71 nexus
Comment=1_T_L nexus s/b |_T
IBM-044 71 nexus
Comment=1_T_L nexus s/b |_T
IBM-045 71 nexus
Comment=1_T_L nexus s/b |_T
IBM-046 72 nexus
Comment=1_T_L nexus s/b |_T
IBM-047 72 nexus
IBM-048 72 Comment= shall be s/b is A
Comment= f)a power on condition
occurs. add: g) vendor-specific A
events (e.g. External data encryption Add: external data
control specified clearings) Perhaps encryption control events
IBM-049 75 list them out specifically as specified in 4.2.22
Comment= support encryption s/b A
tape data encryption DS may support
SA's and thereby support encryption
but not the Tape Data Encryption
IBM-050 77 page.
By default the device
server shall set the
saved |_T nexus
parameters data
encryption scope value
to PUBLIC and lock
Comment= By default the device value to zero. s/b The
server shall set the saved |_T nexus device server shall set
parameters data encryption scope the saved |I_T nexus
value to PUBLIC and lock value to parameters data
zero. s/b The device server shall set encryption scope value
the saved |_T nexus parameters data to PUBLIC and lock
encryption scope value to PUBLIC value to zero at power-
IBM-051 77 and lock value to zero at power-on on
IBM-052 77 StrikeOut Comment=single bit
IBM-053 78 Comment= no s/b not enough
IBM-054 78 Comment= beyond s/b outside
Comment= an external entity s/b an
entity that is not part of the device
IBM-055 80 server
IBM-056 80 StrikeOut Comment=external




IBM-057

80

Comment= If the physical device has
a saved set of data encryption
parameters associated with this
device server or has a medium
mounted then the physical device
shall not allow external data
encryption control of data encryption
capabilities. If the physical device
does not have a set of data
encryption parameters associated
with this device server and does not
have a medium mounted then
external data encryption control may
be used to change the data
encryption capabilities.

External data encryption
control may be used to
change data encryption
capabilities if the physical
device: a) does not have a set
of data encryption parameters
associated with this device
server; and b) does not have
a medium mounted. External
data encryption control shall
not be used to change data
encryption capabilities if the
physical device: a) has a set
of data encryption parameters
associated with this device
server; or b) has a medium
mounted.

IBM-058

80

Comment= 4.2.22 External data
encryption control "External data
encryption control" is a name that will
lead to confusion. "External” is
already used to describe the RAW
read/EXTERNAL write and there is a
variable called "check external
encryption mode" related to that.
Change "External data encryption” to
"Out of band data encryption"

IBM-059

81

Comment= External data encryption
control may be used to control data
encryption parameters by using: 1)a
data encryption parameters request
policy to set a data encryption
parameters request indicator to
TRUE; 2)a data encryption
parameters period to determine how
long to wait for the data encryption
parameters request indicator to be
set to FALSE; and 3)the set of data
encryption parameters that have been|
set in the physical device. Why is this
an ordered list instead of an
unordered list. Change to unordered
list.

IBM-060

82

Comment= data decryption
parameters request indicator to be
set to TRUE add cross reference
(see Table 16)

IBM-061

83

Comment= encryptionparameters s/b
encryption parameters

IBM-062

83

Comment=a s/b an




IBM-063

83

Comment= Move the e.g. to correct
place in sentence The physical
device is waiting for the data
encryption parameters for encryption
request indicator to be set to FALSE
(e.g. an ADC device server
processes a SECURITY PROTOCOL
OUT command with a DATA
ENCRYPTION PARAMETERS
COMPLETE page and the clear
encryption parameters request
(CEPR) bit set to one see ADC-3)
before continuing to process the task
in the enabled task state.

IBM-064

83

Comment= FALSE, then s/b FALSE

IBM-065

84

Comment= Move the e.g. to the
correct location in the sentence The
physical device is waiting for the data
encryption parameters for decryption
request indicator to be set to FALSE
(e.g. an ADC device server
processes a SECURITY PROTOCOL
OUT command with a DATA
ENCRYPTION PARAMETERS
COMPLETE page and the clear
encryption parameters request
(CEPR) bit set to one see ADC-3)
before continuing to process the task
in the enabled task state.

IBM-066

84

Comment= FALSE, then s/b FALSE

IBM-067

84

Comment= determine how long the
physical device waits for a set of data
encryption parameters; Is this true? Is
it how long Physical device waits for
parameters or how long the device
server waits for the request indicator
to be set to FALSE or is both? Does
the physical device set the request
indicator to FALSE or does the DS?

IBM-068

84

Comment= if s/b when

IBM-069

85

Comment= show s/b shown

IBM-070

85

Comment= If s/b When

IBM-071

85

Comment= Data Encryption Status
page Add cross-reference

IBM-072

86

Comment= can unwrap s/b is
capable of unwrapping

IBM-073

86

Comment= To prevent an attacker
from having the ability to send a
wrapped key, the device server shall
maintain the authorization white list in
a manner that prevents an attacker
from modifying the white list.

IBM-074

86

Comment= Is it correct to say that a
device server should do all this?
Doesn't it require more than the

device server?




IBM-075

86

Comment= NOTE 14 NIST SP800-
57 Part 1 discourages combining non-|
comparable strength algorithms.
While it can be argued that this is a
good note to have somewhere this
does not seem like the correct place.

IBM-077

87

Comment= vced s/b volume contains
encrypted logical blocks (VCELB)

IBM-078

87

Comment= the s/b a

IBM-079

87

Comment= VCEDRE s/b volume
containing encrypted logical blocks
requires encryption (VCELBRE)

IBM-080

129

Comment= or s/b and not

IBM-081

133

Comment= select the maximum
block length supported by the logical
unit to ensure that all buffered data
will be transferred and set the FIXED
bit to zero. s/b set the FIXED bit to
zero and select the maximum block
length supported by the logical unit to
ensure that all buffered data is
transferred.

IBM-082

148

Comment=native capacity (see
3.1.46)

IBM-083

148

Comment=native capacity (see
3.1.46)

IBM-084

148

StrikeOut Comment= This native
capacity is assuming one-to-one
compression (e.g. compression
disabled) the medium is in good
condition and that the device
recommended typical block size is
used.

IBM-085

148

Comment=native capacity (see
3.1.46)

IBM-086

148

Comment=native capacity (see
3.1.46)

IBM-087

148

Comment=native capacity (see
3.1.46)

IBM-088

148

Comment= There is no guarantee
about the amount of data that can be
written before reaching EW. s/b
Conditions may occur that reduce the
amount of data that is written before
reaching EW.

IBM-089

163

Comment= rrgst small caps

IBM-090

165

Comment= reovery s/b recovery

IBM-091

165

Comment= contact s/b Contact

IBM-092

Comment= no other recovery
procedures shall be reported. s/b no
other recovery procedures other than
0Dh and OEh shall be reported.

IBM-093

165

Comment= no other recovery
procedures shall be reported. s/b no
other recovery procedures other than
0Dh and OEh shall be reported.

IBM-094

166

Comment= will be s/b is

IBM-095

198

Comment= that the device server
can support s/b supported by the
device server




IBM-096

198

Comment= that the device server
can support s/b supported by the
device server

IBM-097

225

Comment= can be s/b is capable of
being

IBM-098

225

Comment= The drive can no longer

write data to the tape. s/b Data is no
longer able to be written to the tape
by the drive

IBM-099

225

Comment= The drive can no longer
read data from the tape. s/b Data is
no longer able to be read from the
tape by the drive

IBM-100

225

Comment= can no longer s/b is no
longer able to

IBM-101

226

Comment= will appear s/b appears

IBM 103

226

Comment= will be s/b is

IBM 104

227

Comment= The drive is having
severe trouble reading or writing that
will be resolved by a retension cycle.
s/b A retension cycle is needed to
resolve severe reading or writing
problems.

IBM 105

228

Comment= can s/b may

IBM 106

228

Comment= will be s/b is

IBM 107

231

Comment= can easily be s/b is easily|

IBM-L1

In Table 15 and Table 16, No
request row (first row), strike the last
sentence from the description that
says "This is the default setting..."

HP-L1

194

8.5.2.4 table 12|

Code: 00b The external data
encryption control capability is not
supported.

Should be

00b The external data encryption

4th para. after |

control capability is not reported.

they shall be in order of increasing
value of the DESCRIPTOR TYPE
field

s/b

they shall be in increasing numeric
order of the value in the KEY

QTM-rbw L1 202 DESCRIPTOR TYPE

2nd para., last {DESCRIPTOR TYPE s/b KEY
QTM-rbw L2 206 DESCRIPTOR TYPE
QTM-rbw L3 206|4th para. After [DESCRIPTOR TYPE s/b KEY
Color Key: Keys:




A=accepted
AinP=accepted in principal
C=closed

P=pending

R=rejected
Yellow - working group action item
Pink - editor to incorporate

Purple - complete



	07-064v3

