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Overview
MMC-5 defines its own version of the PREVENT ALLOW MEDIUM REMOVAL command, despite the fact that
it is already defined in SPC-3. MMC-5 includes a “Persistent Prevent” feature that is not defined in SPC-3.

Fortunately, the feature does not overlap and can be integrated into the SPC-3 rendition.

Suqgested changes to SPC-3
5.6.10 Releasing persistent reservations and removing registrations

5.6.10.5 Preempting and aborting

If no reservation conflict occurred, the device server shall perform the following uninterrupted series of
actions:

f) For logical units that |mplement the PREVENT ALLOW MEDIUM REMOVAL command, the device
server shall ZEN y

value for each of the | T nexuses associated with the perS|stent reservation being preempted (see

6.13).

6.13 PREVENT ALLOW MEDIUM REMOVAL command

The PREVENT ALLOW MEDIUM REMOVAL command (see table 116) requests that the logical unit enable or
disable the removal of the medium_by an operator (e.g., with a manual eject button), by a medium changer.
and/or by a START STOP UNIT command (see SBC- 2 RBC, or MMC-4). Fhelogicalunitshallrotalow-

; evented The method used by the logical

unit to Drevent med|um removal is vendor specmc

Table 1 — PREVENT ALLOW MEDIUM REMOVAL command

Byte\Bit 7 6 5 4 3 2 1 0
0 OPERATION CODE (1Eh)
1 Reserved
2 Reserved
3 Reserved
4 Reserved PREVENT
5 CONTROL

The device server shall maintain a data transfer element (DTE) prevent state for each |_T nexus set to true or
false.
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If MCHNGR is set to zero in the standard INQUIRY data (see 6.4.2) (i.e.. a medium changer is not present)(e.q..
it is an MMC-4 peripheral device), the device server may maintain a persistent data transfer element (PDTE)
prevent state for each |_T nexus set to true or false.

If MCHNGR is set to one in the standard INQUIRY data (see 6.4.2) (i.e., a medium changer is present), the
device server may maintain a medium changer prevent state for each |_T nexus set to true or false.

The PDTE prevent state, the DTE prevent state, and the medium changer prevent state shall each be set to
their vendor-specific default values on |_T nexus loss, logical unit reset, hard reset, power on, and a persistent
reservation PREEMPT AND ABORT service action (see 5.6.10.5). The default values should each be false.

Editor’s Note 1: Is the PDTE prevent status default acceptable as “shall be false”?

Table 115 defines the PREVENT field-vatuesand-theirmeanings.

Table 2 — PREVENT field [replaces current table 117]

Effect on prevent states
Code MCHNIERQtl)JiItligsdt:tnadard Medium changer

PDTE prevent state |DTE prevent state prevent state
00b Oor1 no change set to false set to false
01b Oor1 no change set to true set to false
0 set to false 2 no change no change

1o 1 no change set to false set to true P
0 set to true @ no change no change

b 1 no change set to true set to true P

If the device server does not support the PDTE prevent state, it shall terminate the PREVENT
ALLOW MEDIUM REMOVAL command with CHECK CONDITION status with the sense key set to
ILLEGAL REQUEST and the additional sense code set to INVALID FIELD IN CDB.

If the device server does not support the medium changer prevent state, it shall terminate the
PREVENT ALLOW MEDIUM REMOVAL command with CHECK CONDITION status with the sense
key set to ILLEGAL REQUEST and the additional sense code set to INVALID FIELD IN CDB.

Table 3 defines the handling of insertion and ejection events when each of the prevent states is set to true. If
at least one prevent state for at least one |_T nexus disables handling of an event, then the device server shall
disable handling of that event (i.e., disable has priority over enable)(e.q.. if the DTE prevent state is set to true
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for at least one |_T nexus, insertion by an operator is disabled regardless of the PDTE prevent state value for

that |_T nexus or the DTE prevent state values for other | T nexuses).

Table 3 — Handling of insertion and ejection events [new]

Event
Prevent state Insertion by Insertion by Ejection by Ejgtif;o;Tby
operator medium Ejection by operator medium STOP UNIT
changer changer
command
For MMC-4 peripheral devices,
enabled until the NewMedia event
PDTE prevent no has been reported for the medium no
b enabled - and disabled after the NewMedia - enabled
state is true restriction event has been reported for the restriction
medium (see MMC-4). For other
peripheral devices, disabled.
DTE prevent | yicapled  |M°. disabled o disabled
state is true restriction restriction
Medium
changer | disabled no restriction disabled no
prevent state is | restriction restriction
true

Before changing from ejection being disabled to enabled, the device server shall flush any cached data to
medium.

The persistent reservation PREEMPT AND ABORT service action sets the DTE prevent state to its default
value (see 5.6.10.5).
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Suggested changes to MMC-5
4.1.7 Removable medium

A disc has an attribute of either being mounted or unmounted on a suitable transport mechanism. A disc is
mounted when the Logical Unit is capable of performing read operations to the medium. A mounted disc may
not be accessible by an Initiator, if another Initiator has reserved it. A disc is unmounted at any other time
(e.g. during loading, unloading, or storage). An Initiator may check the mounted status by issuing a TEST
UNIT READY command.

The REMOVABLE MEDIUM Feature provides the Initiator with commands to load or eject media and to
prevent the removal of any media.

The PREVENT ALLOW MEDIUM REMOVAL command allows an Initiator to restrict the de-mounting of the
disc. This is useful in maintaining system integrity. If the Logical Unit implements cache memory, it shall
ensure that all logical blocks of the medium contain the most recent data prior to permitting de-mounting of the
disc. If the Initiator issues a START STOP UNIT command to eject the disc, and is prevented from
de-mounting by the PREVENT ALLOW MEDIUM REMOVAL command, the START/STOP UNIT command is
rejected by the Logical Unit.

When the PersistentPreventPDTE prevent state is entered, the media shall remain locked in the Logical Unit,
until the Initiator issues an eject request, or a power on or hard reset condition occurs. The PersistentPrevent
PDTE prevent state shall be maintained after the eject request. New media that is inserted into the Logical
Unit shall be locked in the Logical Unit after the Logical Unit reports the NEW MEDIA event. Prior to reporting
the NEW MEDIA event, the Logical Unit may eject media without an explicit eject command from the Initiator.
This allows the user to remove incorrectly inserted media without having to wait for Initiator intervention.

While in the PersistentprevenrtPDTE prevent state, the Logical Unit shall generate Events upon receipt of a
User Eject request. The Logical Unit shall not eject the media on receipt of these requests if the Logical Unit
has already reported a NEW MEDIA event for this media. If a Logical Unit allows an eject between generating
and reporting the NEW MEDIA event, the Logical Unit shall remove the NEW MEDIA event(s) from the Event
queue. When the Initiator receives the Eject Request and determines that it is safe to eject the medium, an
eject command (START STOP UNIT command with LoEj bit set to one) should be issued. At that time the
Logical Unit shall eject the medium. The Rersistert-RPrevent-State-shall-beretairedPDTE prevent state shall

not be changed.

The Logical Unit shall only generate GET EVENT STATUS NOTIFICATION (EJECT REQUEST) events after
reporting a GET EVENT STATUS NOTIFICATION (NEW MEDIA) event, and prior to reporting a GET EVENT
STATUS NOTIFICATION (MEDIA REMOVAL) event for the given media.

To maintain compatibility with existing BIOS implementations and operating systems, the Logical Unit shall
default to PersistentPrevent-disableda PDTE prevent state set to false. When the Initiator enables the
support using the PREVENT ALLOW MEDIUM REMOVAL command, the Logical Unit shall respond as
described in this specification. When the Initiator disables this Feature, the Logical Unit shall default to normal
operating modes. A power on or hard reset shall cause the Logical Unit to return to the default value of the

PDTE prevent state.

Editor’s Note 2: is the default value “shall be false” per the above, or “should be false” as described
in 6.18.1 below the PREVENT table? If shall, then get rid of “default” mentions, e.g., replace the
last sentence with “A power on or hard reset shall cause the Logical Unit to set the PDTE prevent
state to false.”

If the Logical Unit is unable to maintain media status information across a reset or power cycle, the Logical
Unit shall generate a NEW MEDIA event.

Commands shall be processed exactly the same as if Persistent-Prevent-was-retenabled the PDTE prevent
state was set to false. For compatibility reasons, a unit attention condition shall be generated. Execution of
the GET EVENT STATUS NOTIFICATION command does not include terminating with CHECK CONDITION
status when a unit attention condition is pending. e.g., if the user inserts a new medium and the Logical Unit
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is accessed with a command, a unit attention condition shall be generated, but the Logical Unit shall also
report the NEW MEDIA Event with the next available GET EVENT STATUS NOTIFICATION (Media Status)
command.

5.3.3 Morphing Feature (0002h)

This Feature identifies the ability of the Logical Unit to notify an Initiator about operational changes and accept
Initiator requests to prevent operational changes.

Support for this Feature is enabled using the PREVENT ALLOW MEDIUM REMOVAL command {Persistent
Bitand its PDTE prevent state, and the media status is retrieved using the GET EVENT STATUS
NOTIFICATION command.

Logical Units that support this Feature shall implement the commands specified in Table 83.

Table 4 — Morphing Feature Commands

Op Code | Command description Reference
46h GET CONFIGURATION 6.6
4Ah GET EVENT STATUS NOTIFICATION 6.7

PREVENT ALLOW MEDIUM REMOVAL~with-Persistent-

1ER bitsette-ene) and the PDTE prevent state

6.18

5.3.4 Removable Medium Feature (0003h)

This Feature identifies a Logical Unit that has a medium that is removable. Media shall be considered
removable if it is possible to remove it from the loaded position, i.e., a single mechanism changer, even if the
media is captive to the changer.

The Pvnt Jmpr bit, when set to zero, shaII |nd|cate that the Prevent Jumper is present. The Loglcal Unit shall

eemmahe—ehaﬂ—net—pre%nt—meemen—ef—the—medmset the default value of the DTE Drevent state to zero (see
6.18 and SPC-3). When set to one, the Prevent Jumper is not present The Loglcal Unit shall pewer—&p—te—t-he—

state to zero (see 6 18 and SPC 3) The Pvnt Jmpr bit shaII not change state, even if the physical jumper is

added or removed during operation. Logical Units that do not have a Prevent Jumper available should set this
bit to 0 to indicate that the Logical Unit behaves as described for a jumper being present.

Logical Units that support the Removable Medium Feature shall implement the commands specified in Table
86.

Table 5 — Removable Medium Feature Commands

Op Code | Command description Reference
BDh MECHANISM STATUS 6.11
PREVENT ALLOW MEDIUM REMOVAL-with-the-
1Eh Persistent-Preventbitset-tezereand the DTE prevent 6.18
state
1Bh START STOP UNIT and load eject (LOEJ) bit 6.45
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6.18 PREVENT ALLOW MEDIUM REMOVAL Command
6.18.1 Introduction

The PREVENT ALLOW MEDIUM REMOVAL command (see table 116) requests that the logical unit enable or
disable the removal of the medium by an operator (e.g., with a manual eject button), by a medium changer,
and/or by a START STOP UNIT command (see SBC-2, RBC, or MMC-4). The method used by the logical unit
to prevent medium removal is vendor specific.

The PREVENT ALLOW MEDIUM REMOVAL command is described in SPC-3.

Table 326 shows the Features associated with the PREVENT ALLOW MEDIUM REMOVAL command.

Table 6 — Features associated with the PREVENT ALLOW MEDIUM REMOVAL command

Feature Number Feature Name Command Requirement
0002h Morphing Mandatory
0003h Removable Medium Mandatory

1 0
0 OPERATION CODE (1Eh)
1 Reserved
2 Reserved
3 Reserved
4 Reserved PERSISTENT | PREVENT
5 CONTROL

Persistent |Prevent| Meaning
o] o] PreventSiatechal-teeleared alochady
e 4 PeeventSioieshal-becatleclkedd
4 o] PersistentPraventSiatechall beclearad (Pamistent-Allavy
4 4 PersistentPraventSinte challbecatParsisient Rravenh
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Editor’s Note 3: Later descriptions state that the persistent prevent status is “reset” on power on. Is
that just back to the default, whatever it might be? later description doesn’t mention power-on for
the Prevent state. Other text says Persistent Prevent shall default to 0.

Editor’'s Note 4: MCHNGR is required to be 0 by MMC. | assume the previous sentence means
changers that the Logical Unit knows nothing about (e.qg. that just press the eject button

mechanically).
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Operation Current No Media Present Media Present and READY
Prevent State
Ualegked Ple-—crer Plecrer
Unloek ble—grrer—rmodivrmmay-Ee
b i } ;
Ay PEHRSEReE reraeved
Me-crrer—racdio-inserticn-icnst Rle-crresracdie-te-boremeval-is
serited netoenaited
Lecked bMle-—crer Ple—crer
N Med hani
Start/Step-Unit- Unlocked | . No-error-Media-is-ejected:
ith-Start=0 is-opened-
OB~ Locked CGHEGCK CONDITION CHECK CONDITION
rleelked Medis-ssiested:
ManuatEjest epened:
Locl No-visibl . I

Editor’s Note 5: | assume that “Unlock” means running the command with 00b, and “Lock” means
running it with 01b

6.18.4 Timeouts

The PREVENT ALLOW MEDIUM REMOVAL command belongs to timeout group 1. If the command is
terminated with CHECK CONDITION status due to a timeout, sense bytes SK/ASC/ASCQ shall be set to
UNIT ATTENTION/INSUFFICIENT TIME FOR OPERATION.

6.18.5 Error Reporting

Recommended error reporting for the PREVENT ALLOW MEDIUM REMOVAL command is defined in Table
330.

Table 10 — Recommended errors for PREVENT ALLOW MEDIUM REMOVAL command

Error Reference
Unit Attention conditions Table F.1
CDB or parameter list validation errors Table F.2
Hardware failures Table F.8

A.2.6 Mapping of Reset Functions
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Table A.4 shows how the different reset functions specified in the SCSI standards are used in this standard.
This table is not intended to show all possible resets or their mapping.

Table 11 — Example Reset Function Mapping in ATAPI

Reset Type ATAPI

Power-On Reset | Same as SCSI Power-On Reset

Hard Reset

Hard Reset ATA SRST. This is a channel reset and as such is treated as a Hard Reset.

However, the SRST does not reset any mode parameters to the default state.

Logical Unit Reset| ATA DEVICE RESET command.

Annex E Legacy Specifications
E.3 MODE PARAMETERS
E.3.3 MM Capabilities and Mechanical Status Page (Page Code 2Ah)

The MM Capabilities and Mechanical Status Page (Table E.20 ) is read only and should not be set with Mode
Select.

When Lock is set to one, the Logical Unit should support lecking-the-rmedia-withinthe-physicalHoegical- Yritvia-
the PREVENT ALLOW MEDIUM REMOVAL command.

When Lock is set to one and Lock State is set to zero, the Legieal-Unitis-eurrently-inthe-alow-{urlocked)-
stateDTE prevent state is currently true for the |_T nexus being used for the MODE SENSE command. When

Lock is set to one and Lock State is set to one, the LegicalUnitiseurrently-inthe-prevent{locked)stateDTE
prevent state is currently true for the |_T nexus being used for the MODE SENSE command. When Lock is
set to zero, Lock State has no meaning.

A hon Praovan aala¥s H ' ' -. nit h a

and—the-JumpeHs—present—A Prevent Jumper b|t set to zero |nd|cates that the Loqrcal Unit has a physical
jumper named the Prevent/AIIow Jumoer the |umoer is present, and the default DTE prevent state value |s

Editor’s Note 6: In the last sentence, allowing “Locking” (assuming that means setting the Prevent
state=1) to not prevent insertion violates all the descriptions in the PAMR command itself. Does
this really intend to describe setting Persistent Prevent=1 instead? Note 37 implies that jumper
present means normal behavior, so | suspect this sentence is just wrong.

and—the-JumpeHs—net—present—A Prevent Jumoer bit set to one |nd|cates that the Loqrcal Unrt has a thsrcal
jumper named the Prevent/AIIow Jumner the j Jumper is not present and the default DTE prevent state value is




